**Curso em Video – Youtube**

**HTML5 e CSS3**

**Capítulo 22**

**Aula 06**

**Tornando iframes mais seguros**

Existe um parâmetro que faz com que seja bloqueado a utilização de formulários para captação de dados. É útil para que em caos de softwares maliciosos e roubam dados não sejam usados em seu site através de um iframe de outro site que foi atacado.

* Sandbox=’’sandbox”

Este sandbox também possui outros valores onde você consegue diminuir este bloqueio para algumas coisas sejam liberados:

* Allow-same-origin (permite a catação de dados desde que seja do mesmo site.
* Allow-forms (permite a utilização de formulários)
* Allow-scripts (permiti a utilização do javaScript

Mas deve se ter cuidado nestas permissões , pois, quando mais permissões, mais desprotegido fica.

Outro parâmetro que pode ser usado é o:

* Referrerpolicy=”no-referrer” (não deixe o site arquivar dados de busca, tipo quando você olha um item e depois o site ica te mostrando sobre ele depois.
* <iframe src="pg004.html" frameborder="1" width="350px" sandbox="sandbox" referrerpolicy="no-referrer">

O ideal é usar os 2